
DREPTURILE DE CARE BENEFICIAȚI

În  conformitate  cu  prevederile  GDPR,  vă  puteți  exercita  următoarele  drepturi  în  legătură  cu  datele 
dumneavoastră cu caracter personal: dreptul de acces, dreptul de a solicita rectificarea și actualizarea 
datelor, și, în anumite circumstanțe, dreptul de a solicita restricționarea prelucrării, dreptul de opoziție, 
dreptul de a fi uitat, dreptul de portabilitate a datelor. Aveți de asemenea, dreptul de a depune plângere în 
fața Autorității de Supraveghere și dreptul de a vă adresa justiției.

INFORMARE PRIVIND PRELUCRAREA DATELOR CU CARACTER 
PERSONAL PRIN INTERMEDIUL SISTEMELOR DE 

SUPRAVEGHERE VIDEOSPITALUL DE PSIHIATRIE ȘI PENTRU MĂSURI DE 
SIGURANȚĂ JEBEL

SCOPUL ȘI TEMEIUL LEGAL AL PRELUCRĂRII

Scopul prelucrării datelor cu caracter personal constă în: monitorizarea/securitatea persoanelor, spaţiilor 
şi/sau bunurilor private, prevenirea şi combaterea infracţiunilor, îndeplinirea obligaţiilor legale, realizarea 
intereselor legitime. SPMS Jebel nu va prelucra datele personale în alte scopuri în afara celor menționate 
mai sus.
Temeiul legal pentru aceasta prelucrare este Legea nr. 333/2003 privind paza obiectivelor, bunurilor, 
valorilor și  protecția persoanelor cu modificările și completările ulterioare, prelucrarea  fiind necesară în 
vederea îndeplinirii unei obligații legale și realizarea intereselor legitime  ale operatorului.

ACCESUL LA DATELE CU CARACTER PERSONAL 
ȘI DESTINATARII ACESTOR DATE

Accesul la datele cu caracter personal este realizat numai de către personalul SPMS Jebel dedicat acestei 
activități. Aceste date pot fi comunicate persoanelor din afara SPMS Jebel doar atunci când acest lucru este 
necesar pentru atingerea scopului prelucrării și/sau în cazurile prevăzute de lege.

Spitalul de Psihiatrie și pentru Măsuri de Siguranță Jebel prelucrează date cu caracter personal prin 
intermediul sistemelor video, respectiv imaginea şi alte informaţii ce permit identificarea unei persoane fizice, 
în scopul monitorizării accesului persoanelor în instituție, al asigurării securității spațiilor și bunurilor 
instituției, precum și al siguranței persoanelor aflate în sediul instituției.
Imaginile referitoare la persoane identificate sau identificabile, prelucrate prin mijloace de supraveghere 
video, constituie date cu caracter personal:
a) chiar dacă nu sunt asociate cu datele de identificare ale persoanei, sau
b) chiar dacă nu conţin imaginea persoanei filmate, ci alte informaţii de natura să conducă la identificarea 
acesteia (ex: numărul de înmatriculare al vehiculului).

Dacă aveți întrebări sau nelămuriri cu privire la prelucrarea datelor dumneavoastră, dacă doriți să vă exercitați drepturile legale în 
legătură cu datele pe care le deținem sau dacă doriți informații cu privire la modul în care tratăm orice problemă de confi dențialitate, 
vă puteți adresa responsabilului cu protecția datelor cu caracter personal al SPMS Jebel la adresa de e‐mail: dpo@spitaljebel.ro și/sau în 
scris la adresa de corespondență: Jebel, Cod Poștal 307235, Timiș, România.

PERIOADA DE STOCARE A DATELOR

Durata de stocare a datelor obţinute prin intermediul sistemului de supraveghere video este de maxim 30 
de zile. La expirarea termenului înregistrările se distrug sau se șterg, cu excepția situațiilor expres 
reglementate de lege sau a cazurilor temeinic justificate.



DE CE AVEM NEVOIE DE DATELE DUMNEAVOASTRĂ?

Colectăm date despre dumneavoastră pentru identificare și pentru a vă putea oferi acces la servicii 
medicale, conform nevoilor dumneavoastră.
Colectarea, prelucrarea și stocarea datelor personale utilizate în cadrul prestării serviciilor medicale se 
desfășoară în baza prevederilor legale specifice din domeniul sanătății.

TIPURI DE DATE COLECTATE

Date de identificare, date de contact, date despre starea de sănătate, date finaciare.
Categoriile speciale de date, cum sunt datele despre starea dumneavoastră de sănătate, sunt prelucrate 
conform derogărilor prevăzute în art. 9.2(h) si 9.2 (i) din Regulamentul General pentru Protecția Datelor 
nr. 679 din 27.04.2016.

SCOPUL PRELUCRĂRII ȘI TEMEIUL LEGAL

Datele dumneavoastră sunt prelucrate de către instituția noastră în scopul îndeplinirii atribuțiilor legale 
ce ne revin conform legii, respectiv în scopuri de medicină preventivă, de stabilire a diagnosticelor 
medicale, de administrare a unor îngrijiri sau tratamente medicale pentru pacient ori de gestionare a 
serviciilor de sănătate care acționează în interesul pacientului.

ESTE POSIBIL SĂ TRANSFERĂM DATELE DUMNEAVOASTRĂ

Către autorități competente, când prevederile legale ne impun acest lucru: Casa de Asigurări de Sănătate 
- C.A.S., Direcția de Sănătate Publică - D.S.P., Dosarul Electronic de Sănătate - D.E.S., Autoritatea Națională 
de Management al Calității în Sănătate - A.N.M.C.S., Inspectoratul Teritorial de Muncă - I.T.M., Agenția 
Națională de Administrare Fiscală, etc.

Dacă aveți întrebări sau nelămuriri cu privire la prelucrarea datelor dumneavoastră, dacă doriți să vă exercitați 
drepturile legale în legătură cu datele pe care le deținem sau dacă doriți informații cu privire la modul în care 
tratăm orice problemă de confi dențialitate, vă puteți  adresa  responsabilului  cu  protecția datelor cu caracter 
personal al SPMS Jebel la adresa de e‐mail: dpo@spitaljebel.ro și/sau în scris la adresa de corespondență: Jebel,  Cod 
Poștal 307235, Timiș, România.

INFORMARE PRIVIND PRELUCRAREA DATELOR CU CARACTER 
PERSONAL A PACIENȚILOR

SPITALUL DE PSIHIATRIE  ȘI  PENTRU MĂSURI  DE 
SIGURANȚĂ JEBEL

TRANSFER INTERNAȚIONAL

Datele cu caracter personal furnizate către SPMS JEBEL nu sunt transferate în afara Spaţiul Economic 
European.

PERIOADA DE STOCARE A DATELOR 

Datele cu caracter personal vor fi păstrate atât timp cât este necesar pentru scopurile menționate mai sus 
cu respectarea în același timp a cerințelor legale în vigoare și a interesului de protejare a drepturilor 
persoanelor vizate.

DREPTURILE DE CARE BENEFICIAȚI

În  conformitate  cu  prevederile  GDPR,  vă  puteți  exercita  următoarele  drepturi  în  legătură  cu  datele 
dumneavoastră cu caracter personal: dreptul de acces, dreptul de a solicita rectificarea și actualizarea 
datelor, și, în anumite circumstanțe, dreptul de a solicita restricționarea prelucrării, dreptul de opoziție, 
dreptul de a fi uitat, dreptul de portabilitate a datelor. Aveți de asemenea, dreptul de a depune plângere 
în fața Autorității de Supraveghere și dreptul de a vă adresa justiției.
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